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Process modeling indigenous cyber defense
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This article, which is taken from a group study, shows that many factors affect the ability of governments to achieve
national security goals, and the national security equation of governments is not static, but changes over time. In fact,
as we move forward in the information age, the importance of intangible and subjective elements of power, such as
knowledge, to the importance of tangible and traditional factors of power, is increasing significantly. For this purpose,
the trends and effects of virtual social networks on national security have been considered. This study, through a
combined method and distribution of questionnaires among experts in the field of cyberspace and national security,
has reached the conclusion that the impact of social networks on national security is currently negative and
threatening and the trend of people's use of social networks increases the gap between Sovereignty and society will
reduce sovereignty and control over economic activities and affect lifestyle and culture. Finally, strategies are
.proposed to manage the situation ahead
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