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خلاصه مقاله:
اين مقاله مطالعه ای بر روى بهترين ابزارهاى نفوذ شبكه ميباشد كه از بين آنها Wireshark و Cain and Abel انتخاب شده اند و اينكه چگونه ميتوان حفره هاى امنيتى و انجام حمالتى مانند شكستن رمز عبور حمله مرد ميانى شنود ترافيك كاربران و غيره را با اين ابزارها آشكار كرد. آزمايش ها براى شواهد عملى از طريق ايجاد آزمايشگاه مجازى انجام شده است. هدف از اين مقاله برای نشان دادن اين مرهم بود كه چگگونه ميتوان با آشكار كردن حفره هاى امنيتى مختلف در سيستم مبتنى بر ويندوز، سيستم شخص را به راحتى هك كرد نتايج نشان مى دهد كه در صورت كم توجهى، سوء استفاده از يك سيستهم يا كشف رمز عبور چقدر ساده است و به راحتى ميتوان به امنيت و ايمنى سيستم خدشه وارد كرد. از آنجايى كه سيستم ها هرگز نميتوانند هميشه از حملات در امان باشند، بنابراين دانستن اين تهديدات و استفاده از مكانيسم هاى امنيتى مناسب به گونه ای كه مورد سوء استفاده قرار نگيرد براى افراد مفيد خواهد بود.
كلمات كليدى:

شنود شبكه نفوذ به شبكه هك ابزارهاى نفوذ تهديدات سايبرى، حمالات Cain and Abel Wireshark رمز عبور
لينك ثابت مقاله در پايگاه سيويليكا:
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