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Computing Root Modulo a composite
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In this paper, we introduce a new computational problem and show that solving this problem is no easier than
Factoring. As will be discussed, this new computational problem can be used to construct a new public key encryption
.scheme. The new public key encryption scheme will be provably secure, based on intractability of factoring problem
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