
اه 	 لانروژ 	و	 اه 	 سنارفنک 	 تلااقم 	 یصصخت 	 رشان 	-	 اکیلیویس
اکیلیویس 	 رد 	 هلاقم 	 تبث 	 یهاوگ

CIVILICA.com

: هلاقم 	 ناونع
Approach	Security	Routing	In	Cloud	Environment:	A	Survey

: راشتنا 	 لحم
(1394 :	 لاس 	) تاعلاطا 	 یروانف 	 یللملا 	 نیب 	 سنارفنک 	 نیتسخن

5 :	 هلاقم 	 لصا 	 تاحفص 	 دادعت

: هدنسیون
Mohammadamin	Sadeghi	-	Department	of	Computer	Engineering	,	Fars	Science	and	Research	Branch	,	Islamic	Azad

University,	Marvdasht	,	Iran

: هلاقم 	 هصلاخ
In	this	paper,	One	of	the	Significant	problem	of	these	networks	is	the	security	of	the	data	being	sent/Receive	and	that
is	the	main	objective	of	our	work.	we	present	survey	of	various	mechanisms	to	improve	different	protocols	for	secure
routing	process	by	enhancing	the	trust	among	different	nodes	in	security	routing.	Secure	routing	is	imperative	during
the	routing	process	to	incorporate	mutual	trust	between	these	nodes.	Sometimes,	the	malicious	node	broadcast	the
bogus	information	among	other	nodes.	Establishing	trust	is	a	challenge	while	one	or	more	malicious	nodes	attempt	to
disrupt	route	discovery	or	data	transmission	in	the	network.	A	lot	of	research	has	been	carried	out	for	security	routing
process	with	trust	based	approaches.Cloud	computing	has	become	a	part	of	 the	competitive	market	 today.	Various
cloud	computing	service	providers	are	available	with	their	services	in	the	cloud	environment.	Techniques	adopted	by
various	providers	to	achieve	security	are	of	nature	varying	.	To	analyze	and	measure	a	particular	service	based	on	its
security	properties	is	a	challenge.	Here,	we	present	survey	of	various	mechanisms	to	improve	different	ad	hoc	routing
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